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Abstract. Logistics is a challenge in military as things
are fluid and on the move constantly 24 X 7. Managing
inventory for weapon systems, vehicle parts, ammuni-
tion, food items, utensils, clothing and other day-to-
day necessary items is cumbersome and needs a pro-
fessional solution incorporating the geographical chal-
lenges faced by military. Supply chain in military is
done manually and thus prone to errors due to poor in-
ventory management and manual documentation. This
paper brings a green solution to this problem with min-
imum resource requirement and maximum coverage,
also keeping in mind the remote area challenges such
as power and weather conditions. Backscatter radios
communicate by means of reflections without any bat-
teries; rather they generate energy from ambient elec-
tromagnetic waves through energy harvesting. Multi-
static scatter network uses carrier emitters and read-
ers to gather information from hundreds of tags placed
on different set of items spread over a large area. This
data generated by reader from tags in a warehouse can
automate the inventory management and lead to smart
logistics system for military cargo facilities. This paper
proposes a multi-static topology for large warehouses
with non-linear energy harvesting for effective cover-
age of cargo facility. Paper also gives an insight on in-
formation and energy outage in small-scale fading sce-
narios. Comparison with linear energy harvesting and
mono-static model is also carried out and substantiated
by simulations.
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1. Introduction

During a war or deployment of troops along borders,
logistics management is the biggest challenge as there
are thousands of different items and commodities which
are to be supplied to forward troops with pinpoint ac-
curacy in a timely fashion. Likewise maintaining an
outpost in forward area with a sizable number of sol-
diers will require daily delivery of a number of items,
which will range from vehicle spares to weapon spares,
food items to mosquito repellents, fuel for warming to
fuel for cooking and from different sizes of clothes to
different sizes of shoes [1]. An astute supply of all
these items require an organized and digitized inven-
tory management system. Armies across the globe
have been shying away from digitizing supply chains
due to cumbersome deployment patterns and require-
ments of power and network to implement such a so-
lution while military logistics system suffer and they
have direct bearing on the capability of a country dur-
ing war time [2, 3]. Military history guides us that
wars have been lost due to paucity of supplies and also
supply of wrong items at wrong time, all attributed
to poor management and inventory control [4]. Var-
ious studies and research have proved that intelligent
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logistics can be a game changer during a conflict and
can boost morale of soldiers [5, 6, 7]. Military uses
huge warehouses for storage of items and commodities,
for instance clothing for soldiers will require a number
of items as different branches of Armed Forces follow
different uniform patterns and thus multiple sizes and
patterns have to be stocked. With the advent of Inter-
net of Things (IoT) that derives a plethora of electronic
devices to communicate among them [8, 9], the prob-
lem of military logistics can be solved. IoT is noth-
ing but interconnection of all devices into a giant net-
work for assimilation and processing of data [10, 11].
IoT uses wireless sensors for collection of data while
devices are powered by Energy Harvesting (EH) from
electromagnetic emissions [12]. Radio Frequency Iden-
tification (RFID) is the building block of a Wireless
Sensor Network (WSN) and are ultra-low powered de-
vices working on a few mWatt of power, RFIDs [13] can
be powered by harvesting energy from incident waves
emanating from cellphones, TV towers and hand held
radios [14, 15]. Demand for wireless sensor networks
(WSNs) has been increasing, which also drives the need
for external power supply other than the problems of
recharging and replacement of external/ internal bat-
teries there are also issues linked to size and weight
of batteries and there adverse environmental effects.
In a military warehouse RFIDs are placed on various
items while CEs can be placed at corners for illumina-
tion of these tags, a single reader installed centrally in
the warehouse will be able to update the list of items
available at any given point of time. The tags must be
placed with efficient rectenna for coverage and to limit
outages/errors. A RFID tag attached to each item will
digitize the inventory mechanism and thus astute dis-
tribution of items along with correct inventory status
can be maintained. RFIDs can scavenge energy either
from remote ambient or dedicated RF sources, a typi-
cal RFID along with a Software Defined Radio (SDR)
as reader and a Carrier Emitter (CE) is shown in Fig-
ure 1. The reader based on a SDR is tasked to re-
ceive the reflections of RFIDs in vicinity. Reader can
also act as an emitter in case separate CEs are not
used for charging RFID tags [13]. The combination of
harvesting antenna [16], impedance matching network,
and rectifier is called a rectenna, which converts RF
energy into direct current (DC). Antenna used in en-
ergy harvester is combination of diodes and impedance
matching network while being different from a com-
munication receiver since its sensitivity is lesser by a
few dBm than the communication antenna. There is
also need to quantify the amount of energy that can be
recovered/ generated from the electromagnetic waves
to fulfill the energy requirement of a particular sensor
RFID tag. RF energy harvesting uses ambient sources
such as TV signals (Ultra-High Frequency (UHF)), mo-
bile cellular phones (700–2400 MHz) or cell towers,
WiFi access points and WiFi adapters (2.4 GHz/ 5

Fig. 1: A Passive RFID is shown, where a SDR is receiving
reflected information from RFID tag, also a CW illumi-
nator is placed to charge RFID tag.

GHz) [16] to generate energy for transmission. RF sig-
nal captured by the antenna is actually an Alternating
current (AC) signal and to convert the same to a DC
signal, the efficiency of the RF–DC power conversion
system should be high [17]. Use of rectification circuits
depends on the RF signal, its source and the distance
of the source from harvester [18]. This work purposes
an effective solution for military logistics by means of
RFID tags placed in a multi-static topology and using
non linear energy harvesting model for coverage of a
large area inside a storage facility. Several Grid sizes
have also been used for simulation purpose in order to
verify the results, and have also been compared, based
on use case with [18] and also on basis of efficiency of
overall solution with previous work on EH and deploy-
ment in a storage facility with CEs i.e. multi-static
topology. This paper evaluates linear and non-linear
harvesting models and simulates harvested power data
points with a PowerCast module, concluding that sig-
moid model from non-linear EH is the most suitable
for operation with efficiency of upto 34% as compared
to previous work in [19] and [20] at 1850 Mhz. It
then compares mono-static and multi-static scatter ra-
dio network options to understand the efficacy of both
for a military warehouse. Simulations have been car-
ried out for mono-static and multi-static networks with
non-linear energy harvesting and in both fading envi-
ronments such as Nakagami and Rayleigh to evaluate
energy and information outage. The energy and infor-
mation outage events in multi-static network is less by
15 to 35% and 5-10% respectively. Based on the re-
sults as generated using Monte Carlo simulations it is
proposed that to minimize outages while increasing ef-
ficiency of EH, multi-static scatter radio network with
CEs will be more suitable.

Previous works on RFID networks such as [21]
didn’t consider EH models for energy harvesting, [22]
didn’t consider placement of CEs and Ordinance De-
pot, Khadki, India [23] rather used a mobile illumina-
tor/ reader and thus they lack proper inventory man-
agement. This work is based on established EH model-
ing and options for small and large warehouse. Section
2 of this paper covers the previous research on subject
and details of efficiency of rectenna available in market.
Section 3 presents the wireless system model of scat-
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ter network. Section 4 gives an insight into the mod-
els of non-linear RF energy harvesting and compares a
number of such models. Section 5 discusses a network
architecture for RFIDs, Bit Error Rate (BER), outage
and information outage events. Section 6 and Section
7 provides numerical and simulation results for outage
analysis in mono-static and multi-static typology.

2. Related Work

Summary of rectenna efficiency in different frequency
bands achieved by prior research is given in Table 1.
In [19] an antenna array was used, while in [20] the
rectenna was designed with closed form expression. In
[31] and [32] substrates with low losses were used. In
[31] the rectenna used was a multi-band one and in [32]
it was a single band. In [24] again a dual band rectenna
was utilized while [25, 26] and [27, 28] emphasized on
impedance matching circuit. DC output voltage that
is generated by rectenna is to be further enhanced by
means of voltage multiplier circuits or by increasing the
number of diodes in order to manipulate the output
voltage. Here an important relation is highlighted that
as we increase the number of diodes, the output voltage
increases but at the cost of efficiency. Also in order to
tackle the problem of large number of diodes, following
approaches can be used.

• One branch of diodes used for startup of energy
harvester and another for boost conversion.

• Combining multiple rectennas operating at same
or different frequency band into one single module,
thus enhance the DC power output.

Tab. 1: Comparison of Existing Rectenna Efficiencies

Work Efficiency Input (dbm) Freq (MHz)
[24] 65 % 25 2450
[25] 40 % 0 2450
[26] 34.5 % -16.27 1750
[27] 33 % -10 900
[28] 15 % -20 1850
[29] 17 % -20 868
[30] 20.5 % -20 868

RF to DC efficiency of a rectenna is given in equation
(1).

η =
Po

Pi
=

V 2
R

R

Pi
. (1)

where Pi and Po are the power input and output
respectively, and VR is the voltage across resistance R.
Table 2 presents summary of used notations.

Tab. 2: Summary of Used Notations

Symbol Description
η RF to DC efficiency
Pi Input Power at Rectenna
P0 Output Power
VR Voltage across resistor R
λ Propagation wavelength
v Path loss exponent
do Reference distance
h Small scale fading coefficient
m Shaping factor small scale fading
N Set of tags/ RFID with N = 1, 2...n
d Distance: tag and reader/ CE

Psen Minimum power for harvester
Psat Power related to saturation of RFID
C Carrier emitter
R Interrogator/ Reader
T Tag/ RFID
W Polynomial with weight wi

Tc Coherence time period
τd Time for which load at Z0

1− τd Time for which load at Z1

bn nth transmitted bit
Pc Power consumption of a tag/ RFID

ζharPin Energy harvested by tag/ RFID
θh Threshold of received power
β BER Threshold value

Γ0, Γ1 Reflection coefficients
Z0 Antenna: Input Load (Absorbing)
Z1 Antenna: Output Load (Scattering)
L(d) Path-Gain Coefficient
Pc Power Used for communication
X Input Power Dedicated for RF EH
dk Distance: reader and nth tag
∆Fl Carrier frequency offset
∆ϕl Phase offset

3. Wireless Analytical Model

Figure 2 shows the internal schematics of a RFID, it
can be seen that RFID does not have any radio parts
like mixers or amplifiers found in conventional radios
and rather communication is carried out by means of
reflection i.e. using the incident illumination waves. In
order to attain successful communication, two different
termination loads Z0 and Z1 are varied to modulate tag
data over the illuminating signal reflected back to the
reader in an ultra-low power scenario. The primary
and only source of power available to the tag for oper-
ation is the reader/CE generated signal which has to
be used for communication. RFID has single antenna
for both energy harvesting and communication, when
RFID is in absorbing state it harvests energy and while
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Fig. 2: A Passive RFID Tag is placed in a logistics hub where
an SDR is acting as CE and also as a reader to receive
reflected information from RFID tag. Z0 and Z1 are ter-
mination loads while τd and τ1−d is the time for which
Z0 and Z1 are engaged respectively.

communicating it works in an up-link mode, however
both the links are affected by fading while separated
by a distance d with the path loss model [33] given in
equation (2).

L ≡ L(d) =

(
λ

4πd0

)2(
d0
d

)v

. (2)

where d0 is the reference distance, λ is propagation
wavelength and path loss exponent (PLE) is v. The
communication bandwidth between the tag and reader
is small thus we can assume it to be flat fading. RFIDs
placed in a military warehouse will transmit and receive
very less data and thus small scale fading coefficient are
used, given as h = ae−jϕ [33]. RIFD works on scat-
ter radio communication which provides short ranges
and is primarily Line of Sight (LoS) communication be-
tween reader and RFID and thus we will be assuming it
to be Nakagami fading with E[a2] = 1 and Nakagami
parameter (shape factor) as m ≥ 1/2. In case of no
line of sight communication Rayleigh fading or Rician
fading model may be utilized which have m = 1 and
m = ∞ respectively. Received power at RFID tag is
calculated using [34] given in equation (3).

Pi = LPR|h|2 = LPRa
2. (3)

Input power Pi is incident at tag and follows gamma
distribution [33] fγ(n)(x) =

(
m
Ω

)mxm−1

Γ(m) e
−m

Ω x, x ≥ 0

where m = 1, Rayleigh fading is obtained.

4. Linear and Non Linear
Energy Harvesting Models

Passive RFIDs work on communication using reflec-
tion while Marconi radio system uses amplifiers, mix-
ers and other components. RFIDs will be scavenging
energy form ambient sources for further use in trans-
mission and communication. Energy harvesters have
limited sensitivity and quite less than communication
receivers, for successful operation the incident power
must be greater than the RFIDs harvester sensitivity
i.e. Pin > Psen. A couple of linear and non linear

Fig. 3: Harvested power as a function of input ambient power
with data points for PowerCast P2110B module.

models have been compared with through analysis to
find the impact of linearity, saturation and sensitivity
effects in energy harvesting and to calculate harvested
power and its dependence on input power. Harvested
power generated by the harvester can be represented
using data-points [35].

p(x)


0

(w0 +
W∑
i=1

wi(10log10(x))
i

p(Psat)

).x,
x ∈ [0, Psen],

x ∈ [Psen, Psat],
x ≥ Psat


(4)

where W is the degree of polynomial and wi is the
corresponding coefficients from i = 1 to W . Pow-
erCast P2110B [36] module of Mouser Electronics
has been used for simulation with input power range
of Pin = [10−1.2, 10]mWatt with 58 measured data
points. Power-cast P2110B [36] and its graph of har-
vested power to input power is shown as figure 3, the
harvesting efficiency function is presented in equation
(5).

(w0 +

W∑
i=1

wi(10log10(x))
i
. (5)

For analysis, the function described in equation (5)
is assumed to be continuous and increasing in the in-
terval [Psen, Psat], also for modeling purpose convex
optimized fitting methods have been used.

4.1. Linear Models

Energy harvesters use rectenna which has diodes as its
building block, while a diode shows strong non-linearity
yet all previous modeling of harvested energy are mod-
eled with an assumption of being a linear function to
the incident energy.
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1) Linear Model

This model is the most simple and has been used in
previous publications related to maximum energy har-
vesting [25], it has only one parameter for modeling the
harvested power and is mathematically represented in
equation (6), ηL is a constant representing the harvest-
ing efficiency.

p1(x) = ηL.x, x > 1. (6)

The model does not take into account the harvesters’
sensitivity, saturation effect, i.e. when the input power
is above a threshold power or below the minimum re-
quired power.

2) Constant Linear Model

This model is more realistic in nature and uses the
sensitivity setting and its factual implication on the
harvester. It includes a situation where the harvester
is not able to harvest any energy, i.e. when input
power reaches the minimum threshold level, while no
inclusions are catered to account for the saturation
effect. The model is mathematically represented in
Equation (7), ηCL is a constant representing harvest-
ing efficiency, and this model can be further modified
to include the saturation effect.

p2(x)
∆
=

{
0

ηCL.(x− Psen),
x ∈ [0, Psen]
x ∈ [Psen,∞]

}
. (7)

4.2. Non-Linear Models

In non-linear modeling, harvested power is represented
as a non-linear function of the input incident power
received on the tag antenna. Few important models
are discussed in the following paragraphs.

1) Non-linear Normalized Sigmoid

The model proposed in [25] uses a sigmoid to describe
the harvested energy without accounting for sensitivity.
The shape of p3 is governed by the real numbers a0,
b0, and c0. It can be further modified to account for
sensitivity.

p3(x)
∆
=

c0
1+exp(−a0(x−b0))

− c0
1+exp(a0b0)

1− 1
1+exp(a0b0)

. (8)

2) Second Order Polynomial

In [37] a mathematical model, which was based upon
quadratic polynomial was proposed, the model was in
milliwatt domain and is presented in two forms i.e.

without sensitivity and one which includes sensitivity
settings of the harvester. In order to model RF en-
ergy, curve fitting technique is used where data points
of PowerCast P2110 are modeled using Monte-Carlo
simulations with objective given as harvested energy
as per data sheet and constraints of sensitivity and
saturation effects given in equation (9) and (10). The
shape of both p4(x) and p5(x) is governed by the real
numbers a2, b2, c2, a3 and b3.

p4(x)
∆
= a2x

2 + b2x+ c2, (9)

p5(x)
∆
= a3(x− Psen)

2 + b3(x− Psen). (10)

4.3. RFID Tags with Non-Linear
Harvesting

Passive RFID tags works on back-scatter scenario
where each tag bifurcates the incident RF energy for
harvesting purpose and also for wireless communica-
tion simultaneously i.e. non duty cycled operation.
RFID tag comprises of a transistor that acts as a re-
flector while an interrogator incidents the energy on it.
A schematic of a mono-static back-scatter architecture
(non duty cycled) is depicted in figure 2. The RFID
tag antenna has two impedance which are defined as
Z0 and Z1, when the antenna is terminated at Z0, the
tag absorbs power from the incident signal and when
the antenna is terminated at Z1, the tag reflects the
incoming signal, i.e. it scatters back information (up-
link), provided that it has sufficient amount of energy.
It is further assumed that the overall round-trip com-
munication among the interrogator and the tag lasts
a single coherence time period (Tc). Fraction of time
for which the antenna is at Z0 is denoted as τd, while
1 − τd corresponds to the time at load Z1. It is also
highlighted that for a tag to operate effectively, to-
tal harvested power must be greater than tags overall
power demand. The back-scattered signal for N tag
bits is given in equation (11).

b(t) =
√
LpuPRh(As −Γ0 +∆Γ

N∑
n=1

sbn(t− (n− 1)T )).

(11)
where bn is the nth bit transmitted, ∆Γ = (Γ0 − Γ1),
bn ∈ {0, 1} and sbn is represented by two signals
s0(t)

∆
=
{

1,0≤t<T
2

0,otherwise

}
and s1(t)

∆
=
{

1,T2 ≤t<T

0,otherwise

}
. In

order to have successful interrogation and to avoid mis-
interpretations following is carried out.

• Balancing time between absorbing and reception
states.

• Line coding scheme to avoid thermal noise. FM0
line coding scheme is utilized.

• Tag to observe for 2T signal duration for each bit.
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Coherent detection is carried out in a T/2 shifted
waveform, near perfect synchronization is assumed and
the received signal is projected upon the basis function
subspace with the help of two correlates and the base-
band signal at the output is given as yn = gsn+wn, n =

1, 2, 3.......N where g
∆
= L

√
puPRh

2(Γ0 − Γ1) and sn is
vector representation of nth transmitted signal. RFIDs
use FM0 line coding due to its self-clocking, DC-
balanced, and hardware-friendly characteristics, which
ensure reliable communication, especially in passive
RFID systems. These properties are essential for over-
coming challenges like synchronization, signal integrity,
and power constraints inherent to RFID technology.
In Passive RFIDs using FM0 as line coding scheme,
sn is represented as sn ∈ {[1, 0]T , [0, 1]T while wn is
the noise. Different outage scenarios occurring due to
energy outage or BER are listed.

1) Harvesters Receiver in Comparison to
Communication Receiver

Input power which is also the received power at tag is
defined as Pin = LPR|h|2 = LPRa

2. Sensitivity of a
receiver available in market is around -45 dBm while
for harvesters it is -85 dBm and thus almost half in
comparison to communication receiver. Taking into
account input power, RFIDs harvesting ability is rep-
resented as a event P(A) in equation (12).

P(A)
∆
= P(Pin ≤ Psen) = FPin

(Psen). (12)

where the cumulative distribution function of Pin is
given as FPin

. Above equation gives the probability of
Pin at tags antenna which is below Psen i.e. harvesters
sensitivity. In past we have considered Nakagami fad-
ing thus the Nakagami outage of same is described as

FPin
(Psen) = 1−

∞∫
Psen

fPin
(y)dy = 1−

Γ(M, M
LPR

Psen)

Γ(M) . It

can be safely concluded that all available electromag-
netic signals may not be fit for energy harvesting.

2) Limited Harvested Power

If the energy harvested ζharPin by the tag is not enough
for communication or is below the RFIDs power con-
sumption (Pc) then limited power consumption outage
case will occur. Mathematically event P(B) can be de-
scribed as P(p(ζharPin) ≤ Pc), same can be further
simplified as following.

P(B)
∆
= P(Pin ≤ p−1(Pc)

ζhar
) = FPin

(
p−1(Pc)

ζhar
). (13)

where p−1(Pc) represents inverse function and ζharPin

is harvested energy, it will be worth mentioning here
that the above equation depends on quality of harvester
being used, fading effects and the time available to har-
vester for harvesting incident RF energy.

3) Outage due to BER below Threshold

The reader carries out detection by using Maximum
Likelihood (ML) differential detection with an error
probability as P(error|g) = 2Q( |g|σ )(1 − Q( |g|σ )). The
predefined threshold is set as β and after incorporating
the same, equation can be defined mathematically as
following.

P(C)
∆
= P

(
Pin ≤

√
PRσR

−1(β)

|Γ0 − Γ1|
√
pu

)
. (14)

In case the Interrogator is not able to successfully
read the data from tag than the same is attributed to
occurrence of any of the following events.

• Incident signal is not in the range of energy har-
vester i.e. limited harvester sensitivity.

• If the harvested power is not enough for commu-
nication.

• If BER is below the required levels.

With the above mentioned conditions the probabil-
ity of an unsuccessful reception by reader for events
in respect of P(A), P(B) and P(C) already calcu-
lated as part of equations (12), (13) and (14) is
given as P(F ) = 1 − P(FC) = 1 − P(AC ∩ BC ∩
CC) = 1 − P(Pin > θF ) = FPin

(θF ) where θF
∆
=

max
{
Psen,

p−1(PC)
ζhar

,
√
PRσR−1(β)

|Γ0−Γ1|
√
Pu

}
and the above de-

scribed equation can find chances of a failed reception.
It is also required that the chances of successful recep-
tion be enumerated after taking into account the effects
of Nakagami fading and presented in equation (15).

P(ReaderSuccess) ≡ P(FC) =
Γ
(
m, m

LPR
θF

)
Γ (m)

. (15)

5. RFID Network and Outage
Probability

In the last section non-linear models for energy harvest-
ing in tags and mechanism of a single RFID were dis-
cussed along-with energy outage and information out-
age scenarios in RFIDs. In this section same principle
will be applied to the system model on a network of
RFIDs and for a larger general area i.e. Military ware-
house. A scatter network will have multiple tags, being
interrogated by a single SDR. It may also consist of a
number of CEs to cater for illumination of tags for EH
and to cover a large area deprived of an ambient en-
ergy source; placement of CEs will be as per the size
of facility [38].

© 2025 ADVANCES IN ELECTRICAL AND ELECTRONIC ENGINEERING 6
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5.1. RFID Network Architecture

RFIDs or tags placed on different military equipment
use energy harvesting based signal model, same can
also be applied to a network of RFIDs for coverage of
a large warehouse. A scatter radio network comprises
of multiple passive RFID tags being interrogated by
a single reader [39]. In case of smaller military ware-
houses only a single reader will be responsible for il-
lumination as well as interrogation of tags, however
in case of a larger military establishment and to cater
for illumination of multiple tags, a number of Carrier
Emitters (CE) can also be placed in order to cover the
area deprived of an ambient energy source [40]. The
topology and network architecture of mono-static and
multi-static schemes is shown in Figure 4.

Fig. 4: RFID tags in different network topology as per size of
military installation, figure in left i.e. 4 (Left) has mono-
static architecture comprising of RFIDs and single in-
terrogator/ CE, figure in right 4 (Right) has multi-static
architecture comprising of RFIDs, CEs and single inter-
rogator.

A passive RFID WSN comprise of N tags at dif-
ferent locations that back-scatter their data to a single
reader. All these scatter radios can be classified in a set
denoted by N = 1, 2, .....n. A mono-static architecture
will consist of a single emitter and reader to interrogate
a number of passive RFIDs, however in a multi-static
architecture there are a number of carrier emitters and
a single reader to interrogate the passive RFIDs. These
CEs are all spread distinctively and have no relation
with the reader, CEs transmit a continuous wave which
can be a anything based upon multiplexing scheme i.e.
Time Division Multiple Access (TDMA) or Frequency
Division Multiple Access (FDMA). The transmission
channel for communication between tag and reader is
considered to be changing with time and frequency i.e.
Quasi-static. FDMA and TDMA methodology for si-
multaneous transmission over a given channel is man-
aged by distributing it into time slots and frequency
slots, in TDMA the lth time slot and in FDMA the lth

frequency spot will develop 2N + 1 links in a number
of configurations i.e. (a) N number of RFIDs to in-
terrogator links, (b) N number of CE to RFID links
and (c) N number of CE to interrogator links. Tags
are represented as T from 1, 2......n, CEs as C from

1, 2.....l and interrogator as R, let us now define the
distance d between lth emitter and nth RFID as dClTn

,
distance between nth RFID and interrogator as dTnR

and between the nth emitter and interrogator as dClR.

5.2. Mono-static RFID Network

There is a single interrogator and multiple RFIDs,
reader is itself responsible for illumination of tags. In
mono-static architecture the signal of interrogator EM
energy is incident upon the RFIDs which then har-
vests it as per the energy content and than reflects
the same signal back to the reader. There are two
links in function when communication is underway be-
tween a transmitter and receiver i.e RFID to reader
and reader to RFID denoted as k = TnR,RTn under
a common distance of dk. Position of different RFID
tags is classified by denoting, nth RFID as uTn , lth
emitter as uCl

and reader as uR, for simulation pur-
pose we consider N tags and there are N links de-
ployed between tag and interrogator, path loss model

is Lk =
(

λ
4πd0

)2(
d0

d

)vk where d0 is the reference dis-
tance and is taken as unity, λ as carrier wavelength,
vk as path loss exponent for a link k, where k be-
longs to the set k = TnR,RTn for mono-static and
k = ClR,ClTn, TnR for multi-static. It is known that
the communication between a RFID and reader will
be of very less bits and will occupy a small bandwidth,
keeping the same in mind we assume flat fading. Chan-
nel gain for TDMA in time slots and for FDMA in
frequency spots is denoted as hl,k = al,ke

−jϕl,k where
k ∈ ClR,ClTn, TnR for multi-static and k ∈ TnR,RTn

for mono-static. In a scatter network, distance is very
less between reader and tag, keeping that as a con-
sideration we can plan the link to be based on strong
line of sight (LoS) with Nakagami small scale fading
described as fal,k(x) = 2(mk)

mk x2mk−1

Γ(mk)
e−mkx

2

, x ≥ 0.
Where mk ≥ 1/2 is as per the Nakagami fading and
gamma function is described as Γ(x) =

∫∞
0

tx−1e−tdt.
In case there is no fading than the value of mk = ∞
and in case there is no LoS existing between the trans-
mitter and receiver than mk = 1. An advantage of
mono-static architecture is that the emitter and reader
are served with the same oscillator, this leads to Car-
rier Frequency Offset (CFO) ∆Fl and phase offset ∆ϕl

to be zero. For a time slot l the received signal for
a RFID, n at a particular time slot l is given by the

expression r
[m]
l,n = h

[m]
l,n

√
mn

mn+1E
[m]
n xn + wl,n, n ∈ N

and a
[m]
l,n = (al,TnR)

2, ϕl,n
[m] = 2ϕl,TnR +∠Γn,0 − Γn,1.

For a RFID getting illuminated by a reader in mono-
static system the average received power per bit given

as E
[m]
l,n =

E

[(
a
[m]
l,n µ

[m]
l,n

)2
T

]
2 = 1+mn

2mn

(
µ
[b]
l,n

)2
T and

E

[(
a
[m]
l,n

)2]
= E

[
(al,TnR)

4
]
= (mn + 1)/mn where
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µ
[m]
n =

√
2PRLTnR |Γn,0 − Γn,1| 2

πSn. With the above
mathematical expression SNR of mono-static architec-
ture can be simplified as following, figure 5 depicts the
mono-static deployment.

SNR[m]
n = E[m]

n /N0. (16)

Fig. 5: Mono-Static topology with single reader.

5.3. Multi-static RFID Network

In multi-static architecture there are a number of emit-
ters and tags while there is only one reader, task
of these CEs is to illuminate the RFIDs in a larger
area compared to mono-static architecture. lth CE de-
pending on it being on FDMA or TDMA transmits a
CW on the lth frequency or time slot. In multi-static
systems there is also an issue of different oscillators
on the emitter and reader, let us define the same as
∆Fl,∆ϕl Carrier Frequency Offset (CFO) and phase

offset respectively. Further complex base-band signal
defined as ql

[b](t) =
√

2PCl
e−j(2π∆Flt+∆ϕl), where PCl

is the lth CE transmit power. In case of multi-static
RFID network each tag is illuminated by the carrier
wave ql

[b](t), for successful transmission and reception,
RFIDs data is binary modulated on the CW by switch-
ing the antenna load impedance between two coeffi-
cients. To transmit ’0’, Γn,0 is used and to modulate
bit ’1’, Γn,1 is used. In scatter radio communication,
transmission takes place only on the basis of switching
of frequencies, consonant to the reflection coefficients
the sub-carrier frequencies are designated as Fn,0 for
Γn,0 and Fn,1 for Γn,1 with 50 percent duty cycled
square waveform of duration T working on binary FSK.
Phase is set as Φn,i and fundamental frequency as Fn,i.
A back-scattered FSK signal from the tag utilizes a to-
tal of four frequencies, ±Fn,inin ∈ B. Thus to demodu-
late the signals from RFID would require four matched
filters [41]. Coherent FSK is used in RFID communica-
tion while frequencies used by all tags must be orthog-
onal to each other i.e four frequencies must satisfy the

orthogonality principle {±Fn,inin} ,∀(in, n) ∈ B × N
and |Fn,i − Fj,m| = k

2T , Fn,i ≫ 1
2T . For Non-coherent

FSK 1/2T is replaced by 1/T and ∀(i, n), (m, j) ∈
B × N : m ̸= i, k ∈ N. Above expression gives an
insight that in case of large area served by a num-
ber of RFIDs say N tags transmitting at the same
time the transmission will be divided into N channels
which are orthogonal to each other and thus impede
any probability of collision[42]. With the above men-
tioned assumptions received base-band signal at the
interrogator for tag n and with a time period T is

r
[b]
l,n = h

[b]
l,n

√
E

[b]
l,nxn + wl,n, n ∈ N . As the communica-

tion between RFID and reader is a radio transmission
and prone to some phase changes i.e. between tag n
and reader for bit (0, 1), thus phase mismatch is repre-
sented as Φn,0,Φn,1. Formulating for frequencies and
bandwidth the base-band bandwidth of reader is de-
noted as WSDR, for Fn,in + 20/T < WSDR [43] and

h
[b]
l,n

∆
= a

[b]
l,ne

−jϕ
[b]
l,n . The average energy for each bit of

nth RFID over a designated lth slot is further given

as E
[b]
l,n =

E

[(
a
[b]
l,nµ

[b]
l,n

)2
T

]
2 =

(
µ
[b]
l,n

)2
T

2 . Where µ
[b]
l,n is

defined as µ
[b]
l,n =

√
2PCl

LClTn
LTnR |Γn,0 − Γn,1| 2

πSn

and Sn is a constant assumed as scattering efficiency.
As we progress further we need to find the SNR as-
sociated with the nth tag at lth slot already described
in above equations and simplified as following, figure 6
depicts the multi-static deployment.

SNR
[b]
l,n = E

[b]
l,n/N0. (17)

Fig. 6: Multi-static topology with with four CEs and a single
SDR Reader.

5.4. SNR Comparison of
Mono-static and Multi-static
Topology

Comparing SNR of multi-static and mono-static topol-
ogy, it can be seen that both are dependent on energy
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per bit i.e. E
[b]
l,n and E

[m]
n respectively. It is further

highlighted that E[m]
n for mono-static case does not de-

pend on time index as both the emitter and reader are
physically same and follow function of path loss i.e.
LTnR which remains same during L time slots. In case
of multi-static E

[b]
l,n is a function of LClTn and also as

there are a number of emitters it is imperative that
they correspond to slots L in index l. The above anal-
ysis shows that for mono-static, the link is dependent
upon TnR and for multi-static on ClTn and TnR.

5.5. Energy Outage Probability

Scatter network in mono-static or multi-static topology
is prone to some interference on account of oscillator
used in CE or reader as they inherit some deviation
in frequency and may not withstand exact orthogonal
frequencies required to be generated for error free com-
munication. Communication between CE/ reader to
RFID and then RFID to CE/ reader will have two ad-
jacent tags represented as nth and jth tag working on
different sub-carrier frequencies and may detect false
signal corresponding to nth tag as [Fn0, Fn1] which may
cause interference. The above mentioned interference
factor makes a strong point for careful frequency as-
signment as well as astute calculations before putting
up a RFID in a military warehouse. In mono-static
topology there are a number of tags which are being
served by a single reader/ CE for illumination purpose
and also for reading the reflection. The outcome of
an event will depend upon tag location and network
topology and also the frequency assignment C, outage
probability is given as following.

P (SINR[m]
n (C)) =

E
[m]
n∑

j∈A(n) pn,j(C)E
[m]
j +N0

. (18)

SINR in multi-static topology for frequency assign-
ment C for a particular tag n and lth time slot is aver-
aged as following.

SINR
[b]
l,n(C) =

E
[b]
l,n∑

j∈A(n) pn,j(C)E
[b]
l,n +N0

. (19)

5.6. Energy Outage Analysis

In a mono-static or multi-static network an energy out-
age event at particular RFID n will happen if received
power is below a threshold θh, further cases that may
emerge out of the same are either the RF harvesting
will be zero as threshold not met or communication cir-
cuit used for transmission did not get required energy
to operate. These events can be further followed up as

following.

P(EO
[m]
L,n|θh)

∆
= P

(
L⋂

l=1

{
P

[m]
h,l,n ≤ θh

})
, (20)

P(EO
[b]
L,n|θh)

∆
= P

(
L⋂

l=1

{
P

[b]
h,l,n ≤ θh

})
. (21)

As we analyze the energy outage in mono-static and
multi-static, the difference among both of them is due
to the presence of different path gain i.e. LClTn

for
multi-static and LTnR for mono-static. Mono-static
outage event is given as follows with random variable
P

[m]
h,l,n and shaping factor

(
Mn,

PRLRTn

Mn

)
:

P
(
EO

[m]
L,n|θh

)
=

γ
(
Mn,

Mnθh
PRLTnR

)
Γ(Mn)

L

, (22)

Energy outage event for multi-static is given as fol-
lows for random variable P [b]

h,l,n with shaping parameter(
Ml,n,

PCl
LClTn

Ml,n

)
:

P
(
EO

[b]
L,n|θh

)
=

L∏
l=1

γ
(
Mn,

Mlnθh
PCl

LClTn

)
Γ(Mln)

L

. (23)

Further from equation (22) and (23) we can also find
out the worst case scenario by finding out the maxi-
mum energy outage from the above mentioned data,
described as following.

max
n∈N

{P
(
EO

[m]
L,n|θh

)
},max

n∈N
{P
(
EO

[m]
L,n|θh

)
}. (24)

Outage probabilities given above are dependent
upon the used network and also on the positioning of
CEs/ RFIDs in a geographical area and the same can
be averaged to find out a collective probability.

6. Simulation and Results

Figure 7 presents comparison of linear and non-linear
EH models incorporating sensitivity and saturation ef-
fects. It provides a conclusive comparison of all non-
linear EH models. It can be seen that the sigmoid
with sensitivity model follows PowerCast module data
points closely. It is also highlighted that linear models
as discussed were found to be out of the plot due to
strong linearity shown. It is also interesting that the
second order polynomial based model is underestimat-
ing the data while here also adding sensitivity to same
makes it into an overestimation model.

© 2025 ADVANCES IN ELECTRICAL AND ELECTRONIC ENGINEERING 9



MALIK, M. et al. VOLUME: XX | NUMBER: X | 2025 | MONTH

Fig. 7: Harvested power as function of input power for Power-
Cast module with linear and non-linear energy harvest-
ing models.

MATLAB simulations have been carried out with
path loss component v = 2.3, wavelength λ = 0.3456,
RFID reflection coefficient Γ0 and Γ1, defined to be
|Γ0 − Γ1| = 1. BER threshold value at β = 10−5,
τd = 0.5, X = 0.5 and pu = 0.01, Nakagami fading is
considered and Nakagami parameter is taken as m = 1,
distance d = 7m and received power PR = 2.5W .
Figure 8 examines average information outage perfor-
mance by taking average of equation (20), (21), (22)
and (23) over a sample grid against harvesting thresh-
old θh for Nakagami fading with Ptx = 35dBm and
N = 8 RFIDs. It is evident from figure 8 that infor-
mation outage events are more in mono-static topol-
ogy and less in multi-static topology as the probability
of placement of a RFID near the CE is more in later
case. Figure 9 illustrates the energy outage probability,
it can be seen that multi-static system gives better re-
sults than mono-static and the performance gap is seen
increasing as θh decreases. It is highlighted that for a
given energy outage probability of 10 %, the mono-
static topology lags behind the multi-static architec-
ture by 4.5 dB for average energy outage scenario.

Previous work on RFID networks and warehouse
management carried out by department of transport
Chongquing, China [21] doesn’t consider EH models
as part of energy harvesting also it did not include
modeling of outage scenarios. Work in [22] has not
considered placement of CEs to cover a large area as
part of larger network. Ordinance Depot, Khadki, In-
dia [23] has used RFID based ammunition manage-
ment system with help of RFIDs, however a mobile
illuminator/ reader has been considered to interrogate
all RFIDs and thus system lacks inventory manage-
ment. This work has been based on established P2110
energy harvester and data of same has been used to
simulate mono-static and multi-static environment. If
deployed for small warehouses of less than 144 sqm,

Fig. 8: Average information outage for mono-static and multi-
static network against θh, Nakagami fading.

Fig. 9: Average energy outage for mono-static and multi-static
against θh.

then mono-static topology is recommended, however
for sizes larger than 144 sqm multi-static topology be
considered with CEs covering every 64 sqm of area.

7. Conclusion and Future
Scope

Military supply chain management is cumbersome and
making it intelligent with help of latest technology is
the need of hour. Multi-static scatter radio network
can be deployed with minimum financial outlay and
also without any specific infrastructure requirements.
The tags can be placed on essential commodities for in-
ventory control. Currently RFIDs are used in depart-
mental stores in mono-static configuration where the
area is less while in case of military warehouse, spread
across a huge area multi-static topology gives better
results in terms of coverage and outages. Through
simulation results it has emerged that non-linear EH
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along with multi-static network is best option. RFID
tags communicate in clear and are susceptible to eaves-
dropping. In Army the area of operation of scatter
radio networks is physically secured to obviate any
snooping, however as RFID tags are planned for larger
warehouses it will be prudent to add light encryption
on communication of tags and reader. Same may be
considered for future studies alongwith deployment in
large facility.
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